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QUESTION 1

Which utilities could you use to change debugging levels on the vault without having to restart the vault. Select all that
apply. 

A. PAR Agent 

B. PrivateArk Server Central Administration 

C. Edit DBParm.ini in a text editor. 

D. Setup.exe 

Correct Answer: A 

 

QUESTION 2

If the AccountUploader Utility is used to create accounts with SSH keys, which parameter do you use to set the full or
relative path of the SSH private key file that will be attached to the account? 

A. KeyPath 

B. KeyFile 

C. ObjectName 

D. Address 

Correct Answer: B  

 

QUESTION 3

Which of the following PTA detections require the deployment of a Network Sensor or installing the PTA Agent on the
domain controller? 

A. Suspected credential theft 

B. Over-Pass-The-Hash 

C. Golden Ticket 

D. Unmanaged privileged access 

Correct Answer: C 

 

QUESTION 4

In accordance with best practice, SSH access is denied for root accounts on UNIXLINUX system. 



What is the BEST way to allow CPM to manage root accounts? 

A. Create a privileged account on the target server. Allow this account the ability to SSH directly from the CPM machine.
Configure this account of the target server\\'s root account. 

B. Create a non-privileged account on the target server. Allow this account the ability to SSH directly from the CPM
machine. Configure this account as the Logon account of the target server\\'s root account. 

C. Configure the Unix system to allow SSH logins. 

D. Configure the CPM to allow SSH logins. 

Correct Answer: B 

 

QUESTION 5

Secure Connect provides the following features. Choose all that apply. 

A. PSM connections to target devices that are not managed by CyberArk. 

B. Session Becording. 

C. real-time live session monitoring. 

D. PSM connections from a terminal without the need to login to the PVWA. 

Correct Answer: AB 

 

QUESTION 6

Which is the primary purpose of exclusive accounts? 

A. Reduced risk of credential theft 

B. More frequent password changes 

C. Non-repudiation (individual accountability) 

D. To force a `collusion to commit\\' fraud ensuring no single actor may use a password without authorization 

Correct Answer: C 

 

QUESTION 7

It is possible to leverage DNA to provide discovery functions that are not available with auto-detection. 

A. TRUE 

B. FALSE 

Correct Answer: A 



 

QUESTION 8

A user has successfully conducted a short PSM session and logged off. However, the user cannot access the
Monitoring tab to view the recordings. 

What is the issue? 

A. The user must login as PSMAdminConnect 

B. The PSM service is not running 

C. The user is not a member of the PVWAMonitor group 

D. The user is not a member of the Auditors group 

Correct Answer: D 

 

QUESTION 9

A new domain controller has been added to your domain. You need to ensure the CyberArk infrastructure can use the
new domain controller for authentication. Which locations must you update? 

A. on the Vault server in Windows\System32\Etc\Hosts and in the PVWA Application under Administration > LDAP
Integration > Directories > Hosts 

B. on the Vault server in Windows\System32\Etc\Hosts and on the PVWA server in Windows\System32\Etc\Hosts 

C. in the Private Ark client under Tools > Administrative Tools > Directory Mapping 

D. on the Vault server in the certificate store and on the PVWA server in the certificate store 

Correct Answer: C 

 

 

QUESTION 10

DRAG DROP 

Match the built-in Vault User with the correct definition. 

Select and Place: 



Correct Answer: 

Reference: https://docs.cyberark.com/Product-Doc/OnlineHelp/PAS/Latest/en/Content/PASIMP/Predefined-Users-and-
Groups.htm?TocPath=Administration%7CUser%20Management%7C_____7 



 

QUESTION 11

Your customer, ACME Corp, wants to store the Safes Data in Drive D instead of Drive C. Which file should you edit? 

A. TSparm.ini 

B. Vault.ini 

C. DBparm.ini 

D. user.ini 

Correct Answer: A 

 

 

QUESTION 12

An auditor needs to login to the PSM in order to live monitor an active session. Which user ID is used to establish the
RDP connection to the PSM server? 

A. PSMConnect 

B. PSMMaster 

C. PSMGwUser 

D. PSMAdminConnect 

Correct Answer: D 
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