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QUESTION 1

About Advanced ACL, the following statements is correct?(Choose two) 

A. Advanced ACL can match the source IP address 

B. Advanced ACL can match the destination IP address 

C. Advanced ACL can match the source MAC address 

D. Advanced ACL can match the destination MAC address 

Correct Answer: AB 

 

QUESTION 2

Under USG (Eudemon) series firewall VRP command,which is the highest level of authority? 

A. Visit level 

B. Monitoring level 

C. Configuration level 

D. Management level 

Correct Answer: D 

 

QUESTION 3

In order to ensure the success of the tunnel verification,LAC and LNS client -side configuration must be 

consistent,such as password information. 

A. True 

B. False 

Correct Answer: A 

 

QUESTION 4

Encryption refers to the ciphertext into the plaintext message to be transmitted in the network. 

A. True 

B. False 

Correct Answer: B 



 

QUESTION 5

When configuring the firewall packet filtering ACL rules, if we want to 192.168.0.0/24 network is set to match the object
ACL rules, the match operation is rejected, the following configuration is correct(). 

A. rule 0 deny source 192.168.0.0 255.255.255.0 

B. rule 2 deny source 192.168.0.0 0.0.0.255 

C. rule 3 deny source 192.168.0.0 24 

D. rule 4 deny source 192.168.0.0 0.0.255.255 

Correct Answer: B 

 

QUESTION 6

Interzone packet filtering matching principle is: first find inter-domain Policy, if there is no matching policy,the domain will
not find among other strategies,but directly to discard the packet,refused to pass. 

A. True 

B. False 

Correct Answer: B 

 

QUESTION 7

IPSEC configuration steps include:(Choose three) 

A. Restart Firewall 

B. Define the data flow and inter-domain protection rules 

C. Configure IPSec security proposal 

D. Configure IKE Peer 

Correct Answer: BCD 

 

QUESTION 8

Which authentication technology is the use of the following ways to recognize the legitimacy of the user
identity?(Choose two) 

A. Username Password 

B. USB KEY 



C. Cryptographic algorithms 

D. Private key information to identify 

Correct Answer: AB 

 

QUESTION 9

L2TP default group primarily to scenes acceptable any client calls. 

A. True 

B. False 

Correct Answer: A 

 

QUESTION 10

IKE main mode and aggressive mode are the main differences?(Choose two) 

A. Exchange messages using the three main mode packet mode uses six brutal message 

B. Finally, there are two main mode message encryption, identity protection 

C. Finally, there are two messages savage mode encryption, identity protection 

D. Master mode only way to identify the IP address of the peer,and barbarous mode can be used to identify the IP
address or name of the peer manner. 

Correct Answer: BD 

 

QUESTION 11

LAC is to achieve the established L2TP VPN tunnel by what means?(Choose two) 

A. User Account 

B. Domain name 

C. ACL 

D. Routing Table 

Correct Answer: AB 

 

QUESTION 12

Packet forwarding based routing table information,which of the following information will then be routed to match
forwards? 



A. Mask length of the longest route entry 

B. Cost routing 

C. Route priority 

D. Routing Protocol 

Correct Answer: A 
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