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QUESTION 1

Which NetApp Cloud Manager feature would be enabled to support Immutability of the data? 

A. NetApp Cloud WORM 

B. NetApp Storage Encryption 

C. NetApp Snapshot 

D. NetApp Volume Encryption 

Correct Answer: B 

 

QUESTION 2

You are using Windows Virtual Desktops and storing user profiles on Azure NetApp Files by using the Premium storage
service level. There will be 1000 contractors coming onboard for a short duration to assist with project work, and each
one of them requires virtual desktop access. 

In this scenario, which three actions address the short term performance demand without affecting the latency of
existing users? (Choose three.) 

A. Use FlexCache. 

B. Increase the volume quota on Azure NetApp Files. 

C. Change the Azure NetApp Files service level to Ultra Storage. 

D. Increase the capacity pool on Azure NetApp Files. 

E. Enable encryption on Azure NetApp Files. 

Correct Answer: BCD 

 

QUESTION 3

A customer wants to migrate workloads to Cloud Volumes ONTAP. 

In this scenario, which two test cases would you design in your proof of concept to demonstrate the solution? (Choose
two.) 

A. test HA resiliency 

B. test FCoE 

C. test storage efficiencies 

D. test RAID DP 

Correct Answer: BC 



 

QUESTION 4

You are designing a new deployment of Cloud Volumes ONTAP in Azure using a highly available configuration. 

In this scenario, which two statements are true? (Choose two.) 

A. Each node has access to its own storage only. 

B. NFSv4 is supported. 

C. NFSv4 is not supported. 

D. Each node has access to the other node\\'s storage. 

Correct Answer: BC 

 

QUESTION 5

You must identify cold data before enabling FabricPool technology with NetApp ONTAP 9.8 software In this scenario,
which NetApp feature or tool would you, use ,to accomplish this task? 

A. XCP File Analytics 

B. Inactive Data Reporting 

C. SnapMirror 

D. Harvest 

Correct Answer: B 

 

QUESTION 6

You are designing a solution to detect potential insider threats. Your corporate file shares are hosted on NetApp ONTAP
arrays. 

In this scenario, which two approaches using NetApp cloud services would be appropriate? (Choose two.) 

A. Configure Cloud Insights with an Automated Response Policy. 

B. Configure Cloud Data Sense service to assign Azure Information Protection (AIP) labels automatically to all files that
match the criteria that are defined in a policy. 

C. Configure Cloud Backup service for your corporate file share, and ensure that the target is not in the same cloud
provider as the source. 

D. Configure a Cloud Secure agent with a User Directory Connector. 

Correct Answer: BC 

 



QUESTION 7

Which two domain service providers are supported for authentication of Azure NetApp Files SMB shares? (Choose
two.) 

A. Active Directory Domain Services (ADDS) 

B. Azure Active Directory (Azure AD) 

C. Azure Active Directory External Identities 

D. Azure Active Directory Domain Services (AADDS) 

Correct Answer: BC 

 

QUESTION 8

Your customer wants to migrate from an on-premises backup and recovery architecture to a public cloud target solution.
Which two factors should be considered when designing this solution? (Choose two.) 

A. recovery point objective 

B. recovery time objective 

C. media format 

D. mean time to repair 

Correct Answer: BC 

 

QUESTION 9

You are planning a migration of a single 500 TB workload into NetApp Cloud Volumes ONTAP starting with 10 TB and
gradually increasing the amount hosted in the cloud. You believe that 80% of the data is cold and will be tiered using
data tiering. The most important factor is to minimize the number of licenses as your footprint grows. 

Which two licensing options would minimize the cost of the licenses in this scenario? (Choose two.) 

A. Purchase a PAYGO license from the cloud marketplace for the initial footprint, and then use in-place conversion to a
BYOL license. 

B. Purchase a PAYGO license from the cloud marketplace for the initial footprint, and allow it to grow as your Cloud
Volumes ONTAP instance grows. 

C. Purchase a BYOL license for the initial footprint, and then stack additional BYOL licenses when you reach capacity
on the initial license. 

D. Purchase a single BYOL Cloud Volumes ONTAP license for the Initial footprint, and then deploy a new Cloud
Volumes ONTAP instance for each additional migration. 

Correct Answer: BC 

 



 

QUESTION 10

Your organization requires you to consolidate your branch office Microsoft Windows file servers into the cloud with the
objective to centralize all Microsoft Windows file shares (SMB) into your Active Directory domain. Your organization
requires you to extend file shares from your Azure NetApp Files central data sources to your branch office workforce
with support for file locking. 

In this scenario, which NetApp cloud service provides the desired outcome? 

A. Global File Cache 

B. ONTAP Select software 

C. Cloud Tiering 

D. FlexCache technology 

Correct Answer: C 

 

QUESTION 11

You are designing a file services platform for unstructured data in Amazon Web Services (AWS). The primary workload
of your data is production file shares. Based on your assessment, you notice that only 10% of your data is "hot", which
equals 4 TB of storage. This active data set requires high performance storage. The remaining 36 TB of data is archive
data. To achieve cost benefits, you deploy Cloud Volumes ONTAP in AWS, associate two 4 TB disks with the
aggregate, and enable data tiering. 

In Cloud Manager, which volume tiering policy would satisfy the requirements? 

A. Snapshot only 

B. None 

C. All 

D. Auto 

Correct Answer: B 

 

QUESTION 12

You are designing a multicloud architecture using Microsoft Azure and Amazon Web Services (AWS) The objective is to
deploy NetApp Cloud Volumes ONTAP in both clouds and use SnapMlrror for replication. You already deployed NetApp
Cloud Manager and an associated Connector in Microsoft Azure. To connect your Cloud Manager to AWS, you are
instructed to establish a site-to-site VPN between Microsoft Azure and AWS. 

In this scenario, which two components are required to provision the AWS endpoint for the VPN connection? (Choose
two.) 

A. firewall rules to unblock UDP port 4500 



B. AWS Direct Connect 

C. a virtual private gateway in AWS 

D. a VPN connection in AWS 

Correct Answer: BC 

Powered by TCPDF (www.tcpdf.org)

http://www.tcpdf.org

