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QUESTION 1

Is this a true statement about a General Availability (GA) feature? 

Solution: It is available to all eligible customers. 

A. Yes 

B. No 

Correct Answer: A 

Explanation: https://developer.okta.com/docs/reference/releases-at-okta/ A feature in General Availability 

(GA) is new or enhanced functionality that is enabled by default for all customers. Beginning in February 

2017, features move from EA (enabled by request) to GA (enabled for all orgs) in a regular cadence: 

EA features become GA in preview orgs in the first release of the month. These same features become 

GA in production orgs in the first release of the next month. 

Features in GA are supported by Okta Customer Support, and issues are addressed according to your 

Customer Agreement with Okta. 

Documentation for features in GA release are not marked with any icons. 

 

QUESTION 2

Is this a true statement about deleting Okta user accounts? 

Solution: Okta user accounts must be suspended before they can be deleted 

A. Yes 

B. No 

Correct Answer: B 

 

QUESTION 3

Is this a Single Sign-On (SSO) protocol that is supported by applications in the Okta integration Network (OIN)? 

Solution: SAML 

A. Yes 

B. No 

Correct Answer: A 



Explanation: https://developer.okta.com/docs/guides/build-sso-integration/saml2/overview/ 

 

QUESTION 4

Is this a function of Okta Universal Directory? Solution: Locating duplicate accounts 

A. Yes 

B. No 

Correct Answer: B 

 

QUESTION 5

Is this a true statement about Okta mastered users? 

Solution: Okta mastered users authenticate against an Okta password policy 

A. Yes 

B. No 

Correct Answer: B 

 

QUESTION 6

Is this a true statement about Okta mastered users? 

Solution: Okta mastered users CANNOT be added to Active Directory organizational units (OUs). 

A. Yes 

B. No 

Correct Answer: B 

 

QUESTION 7

Is this an advantage of deploying the Okta LDAP Agent to integrate Okta with an LDAP directory service? Solution: End
users are stored locally in LDAP but are NOT imported to Okta. 

A. Yes 

B. No 

Correct Answer: A 

 



QUESTION 8

Is this an example of an individual who can submit a case directly to Okta Support? Solution: Okta Customer Advocacy
Program member 

A. Yes 

B. No 

Correct Answer: A 

Explanation: You are thought leaders and IT pioneers, tackling complex challenges to securely and efficiently enable
employees, customers, and partners to better serve your business. No one tells the Okta story better than you, our
customers. With the Okta Customer Advocacy Program, you are recognized and rewarded for your advocacy efforts
and provided future opportunities to network and share your stories and the role identity plays in transforming your
organization. https://www.okta.com/advocacy-program/ 

 

QUESTION 9

Is this statement true regarding the lifespan of an unused API token in Okta? Solution: An unused API token is only valid
for a onetime login. 

A. Yes 

B. No 

Correct Answer: B 

Explanation: https://developer.okta.com/docs/guides/create-an-api-token/token-expiration- deactivation/ 

 

QUESTION 10

Is this a valid reason to choose Okta as an Identity and Access Management (1AM) solution? Solution: To securely
manage data centers it the cloud 

A. Yes 

B. No 

Correct Answer: B 

 

QUESTION 11

Is this an option available to end users for sell-service password reset if enabled by an Okta Administrator? 

Solution: Email 

A. Yes 

B. No 



Correct Answer: A 

Explanation: 1. Click on the password reset linkInclude a Click here to reset your password link on the Okta Sign-On
page so that users can intuitively initiate the password reset ow. By combining self-service password resets with SSO,
not only can organizations reduce the number of required passwords (a security benet, as well as end-user
convenience) but users are able to access all their applications through a single password reset. 

2.

 Receive either an email or an SMS messageThe user has the option to receive either an email or an SMS message
containing a password reset code. With both options, the user still has to answer a security question to verify identity
before they are allowed to reset their password. This security question and answer is created when users enroll in Okta
MFA. 

3.

 Enter a new passwordThe newly created password can still impose the same password policies such as character
length, number of special characters required, etc., ensuring a consistent password policy throughout the organization. 

https://www.okta.com/resources/whitepaper/enable-self-service-password-resets/ 

 

QUESTION 12

Is this a true statement about an Okta API token? 

Solution: An API token can be created by an OKta end user. 

A. Yes 

B. No 

Correct Answer: B 
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